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Abstract

Dynamic binary translation is a processor emulation technology that allows
to execute in a very efficient manner a binary program for an instruction-set
architecture A on a processor having instruction-set architecture B. This chapter
starts by giving a rapid overview of the dynamic binary translation process and
its peculiarities. Then, it focuses on the support for SIMD instruction and the
translation for VLIW architectures, which bring upfront new challenges for this
technology. Next, it shows how the translation process can be enhanced by the
insertion of instructions to monitor nonfunctional metrics, with the aim of giving,
for instance, timing or power consumption estimations. Finally, it details how it
can be integrated within virtual prototyping platforms, looking in particular at
the synchronization issues.
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TB Translation Block
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VLIW Very Long Instruction Word
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18.1 Introduction

Virtual Prototype (VP) serve different purposes, and depending on these purposes,
the acceptable “accuracy vs speed of simulation” trade-off is very different. More
than two decades ago, Transaction-Level Model (TLM) was introduced as a way
to abstract time and data and clearly decouple computations from communications.
Compared to Register Transfer Level (RTL) which focuses on implementation and
targets on accuracy, TLM aims at giving a high-level view of the system so that it is
possible to quickly take design decisions. What has been intuited at that time is now
recognized as an actual solution for early software development and design space
exploration of hardware/software systems [5]. The system-on-chip industry has seen
the value of having models sitting in between RTL and fully analytical formulas and
has adopted this kind of modeling strategy quite rapidly [15].

In the context of an ever-increasing number of programmable cores in integrated
devices, the simulation of the software part of a system becomes a critical issue.
Even though TLM is well suited for hardware design, it says nothing about the way
the software that runs on the hardware part of the system should be executed. Several
strategies can be thought of, ranging from interpretive instruction-set simulation of
the cross-compiled target binary code to the native execution of host compiled code
using the Operating System (OS) calls as simulation callbacks [24]. Figure 18.1
summarizes the main strategies used for software execution on top of transaction-
level hardware.

The three first software execution approaches can be classified as interpretive
ones.
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int foo(int a, int b) {

c=a+b;
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Fig. 18.1 Major software execution strategies in TLM environments

Instruction accurate interpretation (Fig. 18.1a) is the textbook method for exe-
cuting cross-compiled code. Each instruction is read from memory, decoded, and
executed. Decoding can be done using a big switch-like control structure or a
functions pointer table [4].

Predecode (Fig. 18.1b) is based on the same principle, but the instructions are
fetched and decoded, and placed in a cache in which they are identified by their
program counter (pc) [22]. Then, if the pc matches a cache entry, the instruction
is directly executed through a function call. Using a decode cache brings up new
issues as it must be kept up to date when some code region is modified. Some
applications heavily rely on dynamic compilation, so it is necessary to handle it
with efficiency. Incidentally, this cache can be the actual simulation model of the
processor instruction cache, as the high hit rate it usually has ensures that few
fetch/decode will be redone without necessity. Furthermore, provided the simulated
instruction caches ensure coherency, multiprocessor systems work out of the box
with this approach.

Dynamic Binary Translation (DBT) pushes the limits further by fetching and
decoding an entire sequence of code ended by a branch at once, translating it into
host code with identical behavior, and caching the result [11]. The whole sequence
is then executed atomically, avoiding to check per instruction the presence of the pc
in the cache. As a translation cache is used, the same issues as predecode arise, but
then using the model of an instruction cache is not possible as there is no such thing
as a single target instruction in DBT.

The last approach, introduced here only for completeness, takes a fully different
angle, as the high-level code to be executed is directly compiled for the host. Many
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different approaches have been proposed, as detailed in » Chap. 19, “Host-Com-
piled Simulation” of this book. Anyhow, these native or host-compiled approaches
need to access the hardware and, at some point, rely on an operating system or
hardware abstraction layer API to implicitly let the simulator execute the hardware
models. A clear limitation of these strategies is that it is hardly possible to handle
self-modifying code or dynamic code generation; however, not all applications
need it.

A current trend in system-level simulation is to use DBT to execute target code
and TLM to model hardware [1, 16, 23]. Indeed, a desirable goal is to define a
framework which provides a way to virtually prototype full hardware/software
multiprocessor systems with an entire software stack, including the operating
systems and the device drivers. As this requires to execute the cross-compiled binary
code of all software layers at high speed, dynamic binary translation is the more
suitable software execution technique.

On the one hand, modern DBT engines take their root in virtualization, an effort
that took place in computer science to make possible the execution of several OS
in isolation concurrently on the same processor [28], based on the virtual machine
technology developed in the early 1960s [7].

On the other hand, due to the constraints of consumer system integration (form
factor, packaging, power, heat, etc.), each application or class of application still
calls for a specific circuit in order to fit into the performance/power budget. The
Multi-Processor System-on-Chip (MPSoC) design approaches aim firstly at clearly
separating computation from communication, using interfaces that are standardized,
allowing to quickly exchange one IP, including processors, by another. Secondly,
they aim at producing figures of merits, such as code sequence run times and
interrupt latencies, used bandwidth on an interconnect, even energy or power
information, depending of the architectural choices. Due to the increase in number
of programmable cores and software in the near to come SoCs, the availability of
virtual platforms providing a structural view of the system and fast application and
OS code execution with a reliable accuracy is an important issue.

If modularity is of primary importance in MPSoC design, it is not the case for
virtualization which targets a single one-shot hardware platform with an as high as
possible execution speed. Although the goals of the hardware/software cosimulation
and virtualization may seem very different, at the end of the day the way to achieve
these different goals are similar.

The rest of the chapter is devoted to clarifying the necessary points to build
an operational optimized MPSoC simulator which makes use of DBT as software
execution engine.

18.2 Dynamic Binary Translation Basics
Full virtualization allows the execution of an operating system, called guest, on

top of another operation system, called host, without any modification. One of
the main issues in virtualization is the execution of the privileged guest operating
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system instructions since the simulator in running on the host operating system
as an unprivileged application. Another delicate issue is the interception of I/O
operations of guest operating system. The classical solution for full virtualization,
called trap-and-emulate, is presented Fig. 18.2. It assumes the direct execution of the
simulated machine binary code on the host processor; therefore, the host processor
and the target processor (the one on which the guest operating system is run) must
be identical. This solution is based on a virtual machine monitor (VMM) which
takes control whenever a trap caused by a privileged operation executed in the
unprivileged context of the virtual machine occurs. However, not all processors
are fully virtualizable [25], typically because some privileged instructions executed
in user mode do not trap. To work around this problem, the binary translation
approach using DBT, as depicted Fig. 18.3, can be used. This approach has no
constraints concerning the host and target processor types, as all instructions of the
guest operating system binary code, including the privileged ones, are replaced by
unprivileged instructions and/or system calls.

Apart from virtualization, historically DBT has also been used for transparently
running legacy software compiled for a processor on either a new version of this
processor or an entirely different processor. Apple used this technology when
transitioning from the PowerPC architecture to the x86 one (Rosetta by Transitive
Technologies, now acquired by IBM). When Intel introduced the IA64, DBT from
x86 code was also applied [2]. While the former case translates from scalar to scalar
architectures, the latter one does a scalar to Very Long Instruction Word (VLIW)
architecture translation, which requires a more complex process.

Figure 18.4 presents the general principle of binary-translation-based simulators.
The simulator starts by verifying if the current pc of the simulated processor has
already been encountered. If not, the binary translation stage begins.
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Fig. 18.4 Binary translation principle

The instruction corresponding to the program counter of the simulated processor
is fetched from the target binary code. The fetched instruction is then translated
into several host instructions. If the current instruction is not a branch instruction,
the next target instruction is fetched and decoded. Otherwise, the binary translation
stage ends. The sequence of instructions treated by the binary translation stage
at once forms a Translation Block (TB). The host instructions generated for a
translation block are grouped together and stored into the translation cache and
are ready to be executed to simulate the corresponding target instructions behavior.
Once executed, the simulator has stepped forward by one TB, and the simulated
pc has evolved accordingly. The simulator then verifies the existence of the
translation corresponding to this new program counter value. If it already exists
in the translation cache, it is directly executed. The idea is that the price paid for
host code generation will be amortized as the translated code sequences are usually
executed many times.
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The notion of translation block is similar in spirit to the notion of basic block
used by compilers, but they are not identical. Even though translation blocks and
basic blocks end after a branch instruction, there are other conditions that end
only the translation blocks or only the basic blocks. As an example, a translation
block is also ended at the page boundary of the target processor, because the
DBT engine must ensure that the page is mapped in memory. Other conditions
for ending a translation block include instructions generating exceptions (e.g.,
undefined instruction), change of the execution mode of the target processor, etc.
By definition, the basic blocks are also ended before the instructions which are the
target of jump or branch instructions.

A binary translation simulator would generate in this case a new translation block
starting at the jumping address. So, an instruction can be part of several translation
blocks, but only of a single basic block.

Given the simulation context we are interested in, it is required to be able
to support different types of target processor architectures on different types of
host architecture, even though simulation will very likely take place on a x86_64
machine. Given ¢ target processor types and & host processor types, the approach
just described leads to the development of ¢ x & translators to allow all target
processors to run on all the host processors.

Due to the complexity of writing a translator, the principle of retargetable DBT
has been proposed [28, 29]. Instead of being translated directly to host code, each
target instructions is first translated to a bytecode (also often called intermediate
representation or IR) common to all targets. The virtual instructions of the bytecode,
that we call microoperations, are then translated to host code. This way, target and
host translations are independent. Adding a new target processor requires “only”
a translator of the instruction set of that processor to the bytecode, no matter the
number of hosts on which the new target processor can be simulated. By adding
a translator from the bytecode to a new host processor, all target processors can
be simulated on the new host processor. So, the number of translators is now ¢ +
h. The principle of these simulators, given Fig. 18.5, is close to that presented in
Fig. 18.4. The target instruction decoder generates the bytecode corresponding to

PC
already

Execute

Instruction

Host code
generator ——— TB Cache Entry

Target binary  Intermediate representation to host code ' Translation Cache
code (.elf) : translation . (host binary code)

Fig. 18.5 Retargetable binary translation principle
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Target code Description Generated micro-operations Generated host code
(MIPS) (QEMU) (x86_64)
sltiu v1,v0,23 vl « v0<23 |mov_1i32 tmp0O,v0 mov %ebx,0x74(%rl4)
?1:0 |movi_i32 tmpl,$6x17 cmp $0x17,%ebp

setcond_i32 v1,tmp0,tmpl,ltu| setb  %bpl
movzbl %bpl,%ebp
mov %ebp, 0xc(%rl4)

Fig. 18.6 Microoperations and host code generated while translating a target instruction

the translation block under consideration. Then, the host code generator produces
the host code corresponding to that translation block for the host processor.

Figure 18.6 is a simplified illustration of the translation process on a MIPS
instruction, the intermediate bytecode is a 3-address Instruction-Set Architecture
(ISA) close to the one of QEMU [12], and the target is x86_64. The generated
bytecode uses a mix of processor architectural registers, e.g. v1, and of temporaries,
here tmp0 and tmpl. The architectural registers represent a part of the processor
state and belong to a larger structure called the environment in QEMU. Their value
survives between translation blocks, while temporaries live only inside a TB. Once
translated as host code, these elements become offsets within the environment,
pointed to by the host register $r14 in QEMU for x86_64.

When performing translation, some instructions require complex operations that
can hardly be produced by generating host instructions at run time. For example,
when doing a load instruction, it is necessary to access the Memory Management
Unit (MMU) model to determine whether the addressed page is mapped in memory.
If not, a page fault exception must be raised. This leads to complex operations, like
traversing the page table, which are done using a lot of code. Therefore, instead of
generating the whole code dynamically (which is hardly possible and an overkill),
the DBT engines generate calls to specific functions (called helpers) to handle these
instructions.

Even though instruction interpretation is the core of dynamic binary translation,
quite a lot of housekeeping is necessary to actually obtain a running simulator.

* First and foremost, as the guest OS expects a memory management unit, it is
necessary to simulate it. It is also necessary to produce the expected page faults
including the protection flags, etc. Page boundaries are handled at translation
time; flags are handled on memory accesses.

» Second, self-modifying code must be supported. This is especially true as now,
even in embedded environments, many just-in-time compilers are used (just
think of Javascript in a browser or of Android). The performance issue related
to supporting dynamic code generation in DBT is considered as of primary
importance [17].

e Third, the translation cache has to be managed. A cache, by nature, has a
finite size. The placement of the newly generated translation blocks and the
replacement policy in case of overflow have to be determined.
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e Fourth, multiprocessor systems must be supported. A basic implementation
simply simulates the processors one after other in a predefined order by calling
their execution function. The simulation of a processor is suspended, and the
simulation of the next one (e.g. round-robin algorithm) resumed when an
interrupt or an exception occurs. However these events can only occur at the
border of a translation block. Other solutions can be thought of to better mimic
parallelism, as explained in Sect. 18.5.

* Finally, many optimizations are possible. Chaining is a classical optimization
which links a block to its successor using a jump instruction without going back
to the DBT engine when possible. The identification of the mostly used paths,
called hot paths, and the optimized retranslation of these paths can be beneficial.
It can also be counterproductive, as it requires accounting in the translation
blocks and time for optimized retranslations. Finding the right balance is known
to be hard [12].

18.3 Support for Non-scalar Architectures

Dynamic binary translation is usually used for running target code for a scalar
architecture on a scalar host. However, MPSoCs target specific markets with tight
power and area constraints and therefore embed specialized processor extensions or
processors with unusual architectures. The goal of this section is to briefly present
how such features can be efficiently supported by DBT.

18.3.1 Support for SIMD Instructions

Single Instruction, Multiple Data (SIMD) instructions perform parallel operations
on multiple data (Single Instruction, Multiple Data (SIMD)). There are today
multiple ISA extensions providing SIMD instructions to general purpose CPUs. For
performing parallel operations on multiple data, an SIMD instruction performs the
operation (or sequence of operations) on registers interpreted as array of values. This
array of data can have a variable number of values of various size, for example, a 128
bits wide register can be viewed as two 64 bits, four 32 bits, eight 16 bits, or sixteen
8 bits values. On top of that, the variety of the operations applied to the data is huge.
It ranges from the classical arithmetic operation (add, sub, shift, ...) to saturated or
rounding arithmetic. Among this large range of instructions, each SIMD instruction
set represents a unique subset choice made by the processor architects. SIMD exten-
sions can also integrate some exotic instructions such as polynomial multiplication
or pixel distance computation that have no equivalent in other SIMD ISA.

DBT engines focus on efficiency for the most often used instructions, following
the adage “make the common case fast and the uncommon case correct.”” As the
SIMD extensions are rarely relevant in general purpose computing, most translators
use helpers to execute their behavior even though all host processors include SIMD
instructions.
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People in companies developing processors [20] have looked at this issue
as the number of different SIMD extensions for different processor generations
(e.g., MMX, 3DNow!, SSEI, ..., AVX for Intel) is huge, so having legacy code
being able to benefit from the most efficient version available on the actually running
processor has a clear value for some applications [26].

Replacing the helpers by dynamically generated code which uses the host SIMD
instructions opens the interesting question of the appropriate intermediate bytecode
for representing SIMD instructions [21]. The main two constraints to which one
may think for this bytecode are:

e limiting the number of new IR microoperations in order to limit the burden on
the code generator and the overall performances of the binary translator,

* adding enough microoperations in the IR to allow a wide coverage of both target
and host SIMD instruction sets.

Indeed, adding too many microoperations will tend to the addition of one
microoperation per SIMD instruction. This will not solve the problem since the
code generator (the second phase of DBT) will have a heavy work to do to produce
the inlined optimized code for each of the SIMD microoperations. Conversely, if
not enough microoperations are added, the semantic of all SIMD instructions will
not be expressed, and the translator will have to perform this translation using many
non-SIMD microinstructions. A simple way to extend the IR is to choose a set of
microoperations which is close to the intersections of the more widely available
SIMD instruction sets. The IR microoperations will be 3-address operations since
it is the most general case and allows to represent the 2-address versions easily,
whereas the reverse is not true.

As opposed to scalar DBT, finding instruction equivalence in SIMD DBT has
to take care of the SIMD specificities: parallelism and register interpretation. The
following section illustrates these peculiarities with concrete examples of translation
from ARM NEON instruction set to Intel MMX/SSE.

Direct mapping between instructions: in the presence of an exact equivalence
between a target SIMD instruction and an host SIMD instruction, the behavior of the
SIMD DBT is quite similar to the one of the scalar DBT. This case can be called a
direct mapping. The main difference between scalar and SIMD direct mappings lies
in the fact that it is necessary to guaranty that there is the same level of parallelism
between the two instructions, i.e. the same interpretation of registers (couple of
number and size of the values).

This case is widely applicable on arithmetic operations of SIMD instruction
sets. Figure 18.7 illustrates the DBT of an ARM Neon vadd.i16 into an Intel
MMX/SSE paddw. The IR microoperation used to propagate the parallelism is
named simd 128 add i16 and represents the SIMD instruction performing 8
parallel adds on 16-bit values in 128-bit registers.

Table 18.1 gives some examples of direct mappings between the ARM Neon
add instructions and the Intel SSE ones. These examples are only 128-bit adds, but
equivalent mapping can also be found for 64-bit instructions and for other arithmetic
instructions such as sub, and, or, and xor.
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i IR micro-:)peration Host =code
vadd.il6 —— > [simd_128_add_il6] ———> | paddw
translation generatlon

ARM Neon instruction IR micro-operation x86 MMX/SSE instruction

Fig. 18.7 Direct mapping between vadd . i16 Neon instruction and paddw MMX/SSE instruc-
tion

Table 18.1 Mapping between addition instructions

Operation Neon instruction MMX/SSE instruction

Add 8 bits vadd.i8 Qd, Qn, Qm paddb xmml, xmm2
Add 16 bits vadd.il6 Qd, Qn, Qm paddw xmml, xmm2
Add 32 bits vadd.i32 Qd, On, Qm paddd xmml, xmm2
Add 64 bits vadd.ié4 Qd, On, Qm paddg xmml, xmm2

Host code
simd_128 shr_i32
generatlon

vsra u32
Host code
IR micro-operation | Simd_128 add_i32 paddd
translation generatlon
ARM Neon instruction IR micro-operations g x86 MMX/SSE instructions

Fig. 18.8 The vsra Neon instruction is translated into two IR microoperations

No direct mapping: in a less favorable case, there exists no direct mapping
between instructions of the instruction sets. Most of the cases, this lack of mapping
is due to a lack of generality of the operations performed by the target SIMD
instruction. In that case it is only of little interest to have a microoperation in
the IR for that instruction. The strategy in such cases is to split the target SIMD
instruction in more elementary operations already present in the IR. This technique
is once more identical to the one used in scalar DBT, but more parameters have
to be taken into account during the process, i.e. parallelism level and registers
interpretation.

Figure 18.8 gives an example of this situation with the translation of the
ARM Neon vsra.u32 instruction which performs a right shift on operands
and accumulate the shifted results in the output register. This SIMD instruction
is translated into two elementary IR microoperations simd 128 shr_ i32 and
simd 128 add i32. The code generator can then find an equivalent for each
microoperation, i.e. psr1d and paddd.

Exceptional case: a third and least favorable case is finally possible. This
situation occurs quite rarely, but due to the way instructions have been chosen
for integration in the SIMD instruction sets, it can be encountered. It happens
when an SIMD instruction of the target can be translated into a corresponding
IR microoperation, but no equivalent is available in the host SIMD instruction
set. As shown Table 18.2, all versions of the shift are available in ARM Neon
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Table 18.2 Mapping between left shift instructions

Operation Neon instruction MMX/SSE instruction
shl 8 bits vshl.i8 Qd, Qm, #imm N/A

shl 16 bits vshl.i16 Qd, Qm, #imm psllw xmml, xmm2
shl 32 bits vshl.i32 Qd, Qm, #imm pslld xmml, xmm2
shl 64 bits vshl.ié4 Qd, Qm, #imm psllg xmml, xmm2

psllw

movd

IR micro-operation . X
vshl.u8 EE—— simd_128 shl _i8
translation

pinsrw

Host code pand
H generation
ARM Neon instruction IR micro-operation x86 MMX/SSE instructions

Fig. 18.9 The left shift microoperation is translated into multiple MMX/SSE instructions

SIMD instruction set. This is even true for all SIMD instruction sets that have been
analyzed for this study, except for the Intel SSE SIMD instruction set. As it can be
realized from this table, there exists no instruction for shifting 8-bit values. As this
operation is present in all other instruction sets, it is present in the IR.

The code generator has then to solve this situation by generating multiple
host instructions, as shown Fig. 18.9. The example given in this figure is for the
translation of a 8-bit logical left shift emulated by a 16-bit version.

Comparison instructions: as far as comparisons are concerned, PowerPC Altivec,
Sparc VIS, MMX/SSE, and Neon instruction sets provide the result for each element
in the output operand, whereas the MIPS DSPASE sets flags. Because of this
unbalanced distribution, a reasonable choice is to define microoperations producing
their results in the output operand.

18.3.2 Support for VLIW Architectures

VLIW are not uncommon in the embedded space; indeed several recent many-core
architectures are VLIW based [10, 14, 18], as they provide a high computing vs.
power efficiency. The VLIW idea is to make a processor simple yet powerful by
having the compiler provide the Instruction-Level Parallelism (ILP) explicitly in the
execute packet, i.e., the set of instructions to be executed concurrently. The VLIW
implementation choices are mainly trade-offs regarding simplicity of the design
against compiler complexity, the major one being bypasses and stalls against register
update latencies (also called delay slots).
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18.3.2.1 VLIW Specificities

VLIW have specificities which render the VLIW to scalar DBT process particularly
hard. The main characteristic of the execute packet is that multiple member
instructions are meant to be executed in parallel. Some may use a register as input
operand, while another one might use it as an output operand. The correct behavior
is to feed the input operands with values the register had before the execute packet
begin, which is not trivial in the DBT context.

The next characteristic concerns the latency of arithmetic and logic instructions,
which may be greater than one cycle. Instead of stalling the pipeline until the avail-
ability of the result in the destination register, the compiler has the responsibility to
ensure that an instruction depending on this result will not be scheduled before the
end of the delay. It also means that all instructions executed in between can read
this register to get its old value, and it is even possible to write it, as the actions will
occur after the corresponding latency, as long as there is no multiple writers on the
same destination register at the same cycle (otherwise, the result is undefined).

The last specificity is related to branches. Branch instructions have also delay
slots, which means that instructions following a branch will be executed irrespective
of the branch outcome.

18.3.2.2 VLIW DBT Extension Principles

The DBT has to handle the fact that multiple instructions are executed in parallel
which may have destination registers being source registers of others in the same
execute packet. The Write-After-Read (WAR) dependencies must be fulfilled to
obtain correct behavior against execute packet semantic. The systematic solution
to this problem is to introduce a new copy of a register each time it is overwritten.
This strategy is similar to the Static Single Assignment (SSA) [9] form used in
compilation when considering target registers as variables.

Applied to the intra-execute packet WAR dependency, this leads to at most two
living versions of the register in each execute packet, one corresponding to the old
value and one corresponding to the updated value.

Although this solution clearly solves the WAR problem, it does not solve the
issue of instructions delay slots. The solution is again relatively simple: the old
version of a register must be kept and used in case of a read until all delay slots
of the instruction have been consumed. This results in keeping possibly alive more
than two versions of the same register at the same moment, which is clearly not the
case in conventional SSA.

The number of living versions of the registers increases, but fortunately, this
number is bounded to a reasonable amount, which is the maximum instruction
latency among all instructions plus 1. Indeed, the worst case is a sequence of largest
latency instructions writing to the same register. In that case, one living version must
exist for each instruction executed between the execution of the first occurrence and
the availability of its result, plus one version for the previous value.

Finally, the branches have to be handled in two phases. Firstly, the code
responsible for the computation of the branch target address is generated when
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a b
Registers Replicates Registers Replicates
current 0 1 2 3 current 0 1 2 3
a0 —— a0p a0y a0 —— a0y
al —— alg al —— alo
a2 —— a2g a2y a2y a2 ——pazl a2y

a3 —— a3o a3 —— a3o

Fig. 18.10 Reading and writing registers replicates

encountering the branch instruction. Secondly, a TB ending instruction is produced
after the delayed instructions and pc is updated accordingly.

18.3.2.3 TB Entry and Exit States

Using the above-described techniques (plus others not described here but similar
in spirit, to handle, e.g., predicated instructions), the DBT translation phase can
produce a sequential bytecode using registers replicates accomplishing the exact
functional behavior of the source VLIW code.

For implementation purposes, each register points to the head of a queue.
Reading the register value is done accessing the head, while the registers replicates
(created when an instruction writes the register) are inserted in the position
representing their latency. Figure 18.10 illustrates the idea. At first, replicates 0 are
created in case a read occurs. Then, depending on the execute packet instructions,
two O cycle latency instructions writing registers 0 and 2 and a 3 cycle latency
instruction writing register 2 Fig. 18.10a, the replicates are created. After the
translation of an execute packet, the queues are shifted left one position (see
Fig. 18.10b), the leftmost replicate being kept if no value overwrites it, and the
useless replicates are freed.

Due to this translation time renaming strategy, the working version (currently
used versions) of the registers, although known, is unpredictable. More precisely,
as TB are translated independently, the working versions when leaving a TB
are unknown to the newly entered TB. Indeed, when a TB has several different
predecessors, there is no way to guaranty that the working version will be identical
at the exit of all the preceding TBs, and the translator does not even know if a TB
has more than one predecessor when performing the translation.

The solution for handling this need of TB independence is to define a canonical
entry and exit working register set for TBs. In that way, once translated, the TB will
be reusable from all TBs pointing to it. The canonical state will be composed of the
first replicate of each register, in which are mapped the first version of each register
at the beginning of TB translation.

A further, this time dynamic, complication may arrive: in some cases, the delay
slots cross the border of a TB. In that case, an external mechanism needs to be
set up to handle these delay slots. This mechanism needs to be external to the
translator because of the TB independence requirements. Indeed, the translator loses
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the information about delay slots when exiting a TB, and thus only a run-time
mechanism can manage the delay slots in that case.

This mechanism records the pending delayed registers with their current cycle
delay when exiting the current TB at run time. The next TB executed consults
the recorded data during its first execution cycles (bounded by the maximum
possible latency) to check if there are some registers needing to be updated as
they reach their latency. This can be done through helper calls inserted by the
translator.

18.3.2.4 Complexity of the Modifications

From a pure functional point of view, all modifications needed to implement the
VLIW DBT are part of the translator. The code generator does not strictly need to
be modified to handle these new features.

The modifications needed are first a change from a simple array of registers in
which each cell represents a target register to an array of these registers in which
a line represents all the replicates of one target register. This change requires to
modify all mechanisms at translation time to allocate the correct replicate each time
an assignment to a target register occurs.

The delay slot handling, delaying use of a newer replicate, can be modeled
using a simple queue, in which future versions of registers can be inserted at the
corresponding delay. At the end of each cycle, all delayed register versions progress
of one cycle in the delay queue. All these computations occur at translation time.
Complexity is once again limited.

The handling of the canonical state implies a modification of the translator but
impacts the generated code. Indeed, the easiest way to return to the canonical state at
the end of a translation block is to generate instructions that move current working
replicates of registers to the ones defined in the canonical state. This solution has a
limited complexity on the translator but has the unfortunate side effect of increasing
the TB size and thus its execution time.

Finally, the handling of delay slots crossing TB edges is a pure run-time
mechanism. This mechanism has to be identical for all TB to be valid for all
sequences of TB. The amount of generated code for this purpose is not huge, as it
consists of generating helper calls to propagate correctly the register updates. Even
though the functions themselves are quite straightforward since they only handle
registers updates through a run-time delay queue similar to the one described before,
the run-time overheads necessary to set up and perform these calls are quite large
compared to a simple sequence of generated host instructions.

18.4 Annotations in Dynamic Binary Translation

Although DBT is a very efficient technique for instruction interpretation, it is
not, in its usual form, suited to performance evaluation of software, making
the virtual platforms built on top of it unsuited to design space exploration of
hardware/software systems. Indeed, the translation process produces host code
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Target code Generated micro-operations Generated host code
(MIPS) (QEMU, simplified) (x86_64, simplified)
sltiu v1,v0,23 | Ld 132 tmp0O,env, $0x48c mov 0x48c(%rl4) ,%eax

add i32 tmp0,tmpo,1 add $1,%eax
st 132 tmp0O,env, $0x48c mov %eax,0x48c(%rl4)
mov_1i32 tmpl,vO mov %ebx,0x74(%rl4)
movi 132 tmp2,$0x17 cmp $0x17,%ebp
setcond i32 v1,tmpl,tmp2,ltu|setb %bpl

movzbl %bpl,%ebp

mov %ebp,0xc(%rl4)

Fig. 18.11 Generation of annotated code

whose behavior must reproduce the one of the target code, and there is no provision
to estimate any kind of information (time, power, etc.) related to the execution
of a translated block. However, as translation generates code, it is possible to
produce nonfunctional code which aim at doing, during execution, some specific
activity [6,30]. These nonfunctional pieces of code are called annotations. The first
goal of these annotations is to make the simulated processors accurate from the point
of view of the time internally required for instructions execution.

The place at which these annotations are exactly placed depends on the overall
virtual prototyping approach, but it can be either before the first functional
instruction of a translation block, before or after a specific instruction, or after the
last functional instruction of a translation block.

Assuming the annotation targets a rough estimation of the software execution
time (excluding cache and memory effects), a first approach consist of generating,
before the translation of the instruction, an addition on a global variable, as illus-
trated Fig. 18.11, which can be compared with Fig. 18.6 to measure the overhead
due to annotation.

In this case, the number of cycles is a field at offset 0x4 8c in the environment.

The value of the field is incremented by the number of cycles associated to
the instruction, quantity typically found using a look-up table that contains the
information copied from the processor datasheet. Sometimes the number of cycles
required by an instruction depends on values available only when the instruction is
executed. For instance, the number of cycles required by a multiplication instruction
may depend on the values of the operands, which may differ from an execution to
another. In that case, specific code has to be generated to add the corresponding
difference to the preceding value. Since entering a translation block guarantees
that all instructions it contains will be executed, a wiser way, that does more at
translation time but less at execution time, consists of generating code at the end
of the translation block that adds to a variable the value accumulated during the
translation of the whole translation block.

Annotations can also be used for power estimation, or for totally different
purposes, such as fault injection for code analysis [3] or generation of traces for
analysis [8].
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18.4.1 Cache Modeling Strategies

A modification which greatly improves the time accuracy (at the cost of execution
speed) consists of modeling the instruction and data caches. This section deals with
level-1 (L1) caches, as the situation with upper-level caches depends on the structure
of the memory hierarchy. Indeed, if the level-2 (L2) caches are private, then the
same approach as for L1 cache, described below, should be used. However, if they
are shared, then a global state must be visible, so that correct updates take place.
The simulation of the L2 cache can either be a component at TLM level or a shared
structure within the DBT engine. In the former case, it takes benefit from the event-
driven nature of the TLM simulator to synchronize with the rest of the system as
any other component would do, at the cost of more synchronizations within the
simulator. In the latter case, the relative progression of all hardware models must be
considered carefully.

For the instruction cache, the access to the models occurs thanks to a helper
called through a microoperation inserted at the beginning of each translated
translation block and, inside a translation block, before the first instruction from
each instruction cache block. As exact target instruction addresses are known at
translation time (even for dynamically generated code since it is translated at run
time), this can always be done at relatively low cost.

Data caches using write-through or write-back policies can also be modeled for
main memory read/write data accesses. Each time a main memory location is read
or written, its presence in the data cache is checked and the proper action (return
value, fetch block, write-allocate or write update) taken. Here also the addresses are
exact, so the modeling in terms of hits and misses by a simple array of addresses
can be faithful.

For set associative caches, the replacement policy may be difficult to re-
produce exactly, e.g., when a set is chosen at random with a generation of
the random number depending on a free-running counter, but this is not DBT
specific.

Figure 18.12 shows how the annotations are inserted to handle the computation
of cache misses. To limit the code size, pseudo-code instead of actual code is used.
In this figure, the first column is the instruction address, the second column the
generated code without annotations, and the third column the generated code with
annotations. Assuming a 4 32-bit words long cache block, it is necessary to check
the presence of the instruction in the cache only when the 4 lower bits of the
address are equal to zero, which is done by a call to the insn_cache verify ()
helper when the program counter has this property. Read and write accesses,
even though handled specifically by the translator back-end to simulate the MMU
and actually access the memory and peripherals, are simple microoperations in
the front-end. To model the L1 data cache, helper calls (read access () and
write access()) are added.

When modeling shared memory processor subsystems, a further issue is cache
coherency. Two solutions can be thought of for maintaining coherent data or
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Insn Target code Generated code Generated annotated code
addr (pseudo-code) (pseudo-code) (pseudo-code)

insnl_reg_operation [host_insnl_for_insnl

host_insnN1_for_insnl{nb _cycles += cpu_datasheet[insnl];
host_insnl_for_insnl

host_insnN1_for_insnl
14 |insn2_load_from_addrlfhost_insnl_for_insn2 |nb_cycles += cpu_datasheet[insn2];

host_insnN2_for_insn2|read_access(addrl);

host_insnl_for_insn2

host_insnN2_for_insn2
18 [insn3_reg_operation |host_insnl_for_insn3 |nb cycles += cpu_datasheet[insn3];

1c |insn4_reg_operation |host_insnl for_insn4 [nb cycles += cpu_datasheet[insn4];

insn5_store_x_to_addr2|host_insnl_for_insn5

host_insnN3_for_insn5(nb_cycles += cpu_datasheet[insn5];
write_access(addr2, x);
host_insnl_for_insn5

host_insnN3_for_insn5

Fig. 18.12 Cache modeling through annotation

instruction (necessary to support dynamically generated code) within the caches.
The brute force one simply ignores the cache protocol and traverses all cache
models when a write occur to check for the presence or absence of the written
address in the cache. When the number of processor is small, this traversal is quick
enough to be acceptable. To do so, the run time of the DBT engine simply needs
to maintain a list of caches accessible by all CPUs. However, when the number of
processor increases, the traversal time becomes unacceptable, and the solution is
then to implement (even in a simplified form) a cache coherence protocol. Indeed,
assuming 7 is the number of writes and p the number of processors, traversing all
caches is in O(p x n), while a hardware cache coherence protocol would lead to
performance in O(k x p), with k < 10 in average since the number of sharers
of a data is usually low. This behavior can be mimicked efficiently by accessing
a hash table indexed by the hashed address whose entries contain the address as
key and a pointer to the array representing the cache which caches the address
as data. The tipping point between both solutions depends on the implementation
details, but it seems clear that for many-core architectures, the latter one is more
efficient.

As can be seen, adding cache models increases the size of the generated code and
requires more complex handling of the memory accesses at execution time, which
leads in any case to an important degradation in simulation speed. Given the fact
that is it possible to count load and store, higher, typically analytical, models can
also be used when accuracy can be trade-off for speed.
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18.4.2 Modeling Branch Predictors

Even though not that many embedded processors today include branch predictors,
it is worth taking a look at how it can be modeled in DBT-based simulation as the
influence of this microarchitectural feature on out-of-order execution performance
is major. At first, modeling a branch predictor seems easy: the branch outcomes are
known, so updating a set of branch history tables (as in the TAGE [27] predictor
or its descendants, current state-of-the-art predictors) to predict a future branch
outcome is straightforward. However, branch predictors use large global tables,
shared by all branches in the execution flow. As opposed to caches, these tables
are accessed one after the other at what looks like random indexes (computed as
hashes of branch history and branch instruction address). As far as simulation is
concerned, repeated accesses to random places lead to poor program locality and,
in consequence, poor simulation performance. Experiments have shown slowdowns
of 1.5x to 15x as compared to raw DBT execution [13]. To limit this overhead, a
performance/accuracy trade-off can be made by defining models which predict the
behavior of the branch predictor. The principle consists of transforming the tables
of the reference architecture, which are global, i.e., shared between all branches,
into information local to each branch. This leads to allocating the table entries only
when needed and enhances locality, thus limiting the number of cache misses when
simulating the predictor model.

Taking TAGE as an example, the bimodal table, as can be seen Fig. 18.13, is
reduced to a 2 bit counter which can be stored in the local data of each branch.
Then, for the tagged tables, two parts are distinguished, the tables themselves and
the way they are indexed. Concerning the tables, a simple solution is to use a single
tagged table, ignoring history length. In the same way as for the bimodal table, only

a b
Reference model pe, ‘h[O:L(l)] pe, ‘h[O:L(Z)] pe, ‘h[O:L(S)] pc,  h[0:L(4)] Simplified Model

l

H 1] H 1] H 1] i 1] -
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o | —_— |

tag |u pred| tag |u

10301pa1d aseq

3 bits counter
3 bits counter

[~~~ ifnot
weak
%
prediction l prediction

Fig. 18.13 (a) Reference [27] and (b) simplified models for a TAGE branch predictor
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the potentially reachable entries, i.e., the ones concerning already seen branches, can
be allocated locally for each branch. This results in a local table that is indexed by
the global history, which, in the reference architecture, was hashed with the program
counter (PC) of the branch.

The choice of the entry is then naturally simplified as there is only one, local,
tagged table to choose from.

The confidence state of the entry in the tagged table is used to select between the
tagged table and the bimodal table. If it is “weak,” the prediction will be given by the
bimodal table; otherwise it will be given by the tagged one. This should ensure that,
as in the reference architecture, tagged prediction is chosen only when the tagged
entry is “sure” of its prediction. The tag of the tagged table is not useful anymore,
as entries concerning one branch are now specific to it. In other words, aliasing, i.e.,
multiple branches pointing to the same entry, already very unlikely thanks to tags,
is impossible in the simplified model.

The resulting model uses memory local to the current basic block, which tends to
enhance locality, but it also uses more memory, as information shared due to aliasing
is now duplicated. The information used by the simplified predictor is similar to
that of the reference architecture: the outcome of the current branch, its own data, a
global history of branch outcomes, and, finally, the structure of the already executed
code (to store data per branch). This model produces identical predictions to the
TAGE architecture in average 95% of the time for a 5% execution time overhead.
Even though 95% identical predictions may seem a good achievement, the impact
on the execution time may be of importance, so finer models can also be of interest.

As for caches, a wide range of models can be used for taking into account branch
prediction, and it boils down to produce annotations at the end of the basic blocks,
as shown Fig. 18.14. The bp _model helper is called with the address of the branch
instruction (PC) and the outcome of the branch (bcond).

18.5 Integration with TLM Simulations

Integrating DBT-based Instruction-Set Simulator (ISS) in a TLM simulation en-
vironment can be done in two steps, as depicted Fig. 18.15. First, all processors
belonging to a Symmetric Multi-Processing (SMP) subsystem are grouped together

Target code Generated micro-operations
(MIPS) (QEMU, simplified)

- mov_1i32 tmp0,t3

beqz t3,0x8000024c | movi_i32 tmpl, $0x0

nop setcond_i32 bcond, tmp0@, tmpl,eq

movi i64 tmp2,$bp model

call tmp2, PC, bcond

movi i32 tmpl, $0x0

brcond i32 bcond, tmpl,ne, $0x1

Fig. 18.14 Annotation to model branch prediction
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Fig. 18.15 Binary translation based simulator — SystemC simulation platform

in a module that can be instantiated by the TLM simulator (platform_wrapper). It
is assumed that all processors are identical and have identical cache geometries and
that they have a shared view of the memory. This allows to share the translation
cache between them, avoiding retranslation on one processor of code migrating
from another processor in SMP systems and an efficient implementation of cache
coherency.

Second, the platform wrapper instantiates a module wrapper for each processor
(iss_wrapper). The execution of each processor is performed in the context of
the process of its wrapper. This way, the processors are simulated concurrently
by the TLM simulator time-sharing scheduler. The platform wrapper is useful
for managing the common aspects shared by the processors (e.g., inter-processor
interrupt management, platform specific registers, interrupt controllers etc.).

The platform wrapper is connected to an interconnect, through which it can
communicate with other hardware components (memory, timers, DMA engines,
frame buffer, etc.) also connected to it. All hardware components are implemented
as TLM modules.

From the initial DBT platform, the platform uses only the processor models with,
if required, their MMUs. All other devices are externalized and implemented as
TLM modules. This allows to enforce the notion of IP and reuse, thanks to the
TLM principles, whereas devices in DBT are described in very ad hoc manner
and use shortcuts hardly acceptable when the simulation is also used for design
space exploration purposes. The main memory is also implemented as one or more
TLM modules. For accessing TLM models other than the main memory, a few
ranges of the simulated processor physical addresses are mapped as I/O addresses
in the processor wrapper. The I/O requests from the simulated processors are then
transformed by the processor wrappers into TLM requests, using the protocol
understood by the interconnect. Memory, on the other hand, is accessed through
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a direct memory interface. This avoids relinquishing the CPU to the TLM part of
the simulation and thus saves a lot of time.

18.5.1 Precision Levels

Depending upon the accuracy one expects from the simulation, four trade-offs can
be made regarding memory accesses.

The first approach does not implement caches and uses the main memory
internally allocated by the DBT engine. The time required for executing the number
of cycles corresponding to the instructions simulated is consumed using the wait
function of the simulator. In this configuration, it is considered that the memory
is always available for all processors, without any cycle cost for accessing it.
The communication with other peripherals is performed by sending requests over
the interconnect. The time consumed for these accesses is composed of the time
consumed by each TLM components involved in the transmission and the reception
of the request packets. In this case, a simulated processor synchronizes with the
rest of the TLM platform only when an I/O operation is executed and when that
processor is unscheduled by the DBT simulator. Due to the reduced number of
synchronizations, large pieces of translated code are executed without interruption.
As a result, the simulation will be very fast (close to the DBT alone). The accuracy
in this case will be low as the cache effects and the time required to communicate
with the main memory over the interconnect are not accounted for. Since all memory
accesses are done without going through the interconnect, there is no need for an
explicit support for cache coherent mechanisms.

The second approach relies on the caches being implemented only from the
hit/miss point of view, while the main memory of the initial DBT engine is still used.
As opposed to native simulation or compiled simulation presented in » Chap. 19,
“Host-Compiled Simulation”, dynamic binary translation uses the exact addresses
for instructions fetch and data accesses. However, the target instructions are fetched
from memory only once, for translation, before their first execution. The simulator
always executes the generated binary host code stored in the translation cache. So,
to accurately account for these accesses, a model of the cache is needed. Both data
and instruction caches can be modeled as pure directories, so that an array access
(with the proper tag, index, and offset) indicates if the instruction would in reality be
in the cache. A cache miss issues a TLM wait for a time precomputed to be required
to load a cache line, without actually sending the request over interconnect. As for
the previous approach, the I/O operations involve the interconnect and other TLM
hardware models. The time corresponding to the simulated cycles is consumed at the
beginning of the next synchronization. In this case, the processors are synchronized
with the TLM simulator when a cache miss occurs, an I/O is executed or when they
are unscheduled by the DBT engine. The simulation speed for this configuration
is reduced a lot because of the large number of synchronizations produced by the
cache misses. As the precomputed time is consumed directly in the cache model, a
single timed event is generated for each cache miss. This is not much, considering
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that the transfer of a single byte over the interconnect requires more than 10 timed
and untimed events. The accuracy increases by using a precomputed average value
for the time required for a memory transfer over the interconnect. However, the
interconnect load, hardly guessable as it is highly nonlinear when congested, is not
taken into account.

The third approach is an extension of the second one, in which, instead of
consuming the precomputed time when the cache misses occur, the consumption
of time is postponed until the next synchronization produced by an I/O operation or
by the normal unscheduling of a processor. At the synchronization moment, the sum
of the precomputed times required by all write accesses and cache misses that have
occurred since the previous synchronization is consumed. This way, the number of
synchronizations is reduced, increasing simulation speed. The chances of preventing
other processors to modify a variable waited on by the current simulated processor
are higher in this configuration compared to the previous one because of the small
number of synchronizations. This may have a negative impact on simulation speed
as more cycles have to be simulated by a polling processor and has a negative impact
on simulation accuracy.

The fourth and most accurate approach fully implements the caches and uses
an external TLM memory module as main memory. In this case, in addition to the
directory, the caches also have their data part. However, the data of the instruction
cache is ignored. The instructions needed for translation are searched directly in the
memory module, without issuing a TLM waiz. The loading price will be paid by the
instruction cache when the generated code is executed from the translation cache, as
explained Fig. 18.12. In all cases, a cache miss issues a request over the interconnect.
The simulation speed for this configuration will be even slower, because the requests
and responses pass through all the components that are required for the transfer.

18.5.2 TLM Synchronization Points

In this DBT+TLM integration approach, a processor is simulated as long as it does
not communicate with the world behind its caches and the DBT engine does not
stop it. When an instruction/data cache misses or an I/O occurs, the processor
simulation stops, and the processor wrapper synchronizes itself with the rest of
the platform by consuming the estimated time required by the real processor to
execute the instructions simulated since the last synchronization. In case no such
event occurs, in order to limit the divergence between the different processors’
execution, a synchronization can be forced after a predefined period of time without
synchronization. For the target processor instructions designed for synchronization
of the software running on a SMP architecture (e.g., exclusive load and store,
compare, and swap), a synchronization should also be generated.

The processors’ simulation order depends on the time consumed by the proces-
sors at synchronizations. A synchronization condition may occur at any time during
the execution of a translation block (e.g., cache miss); thus unscheduling does not
anymore always occur at the boundary of a translation block. As the DBT engine
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unschedules the processors only at the translation block border, it is necessary to
save their “execution context” before synchronization and restore it afterward.

18.5.2.1 TLM Synchronization After Long Intervals Lacking in
Synchronization

Due to the fact that simulated processors do not synchronize at each memory access,
if two or more simulated processors read/write from/to the same memory address,
the instructions executed by these processors may differ from those executed on a
cycle accurate platform. A write to an address should invalidate the corresponding
cache line in all caches but the one of the writing processor, and these other
processors should see the new value at their next read from that address. Because
of the direct access to memory, the write is visible by the rest of processors before
it happens in the simulated timeline, if the writing processor is simulated before the
reading one. If the processors’ simulation order is inverted, the reading processor
does not see the effect of writing until it synchronizes and the writing processor
executes the writing code.

Processor unscheduling after a predefined time without synchronization is
needed even for cases when a processor waits in a loop for a simple variable to
be changed by another processor or any initiator of the system or even by an
interrupt handler on the same processor. This kind of loops would also prevent
the interrupts to occur for that processor because the interrupt pending flag is set
during synchronization. For example, for computing the processor speed, Linux
waits in a loop for the jiffies variable to be incremented by the timer interrupt
handler. The condition of unscheduling due to lack of synchronization is verified
at the beginning of each translation block. The time period for this unscheduling
condition determines the maximum lag of the interrupts.

18.5.2.2 TLM Synchronizations Caused by Target Synchronization
Instructions

The threads of a software application usually synchronize together. A spin lock is an

example of a software synchronization mechanism. The lock and unlock function of

the spinlocks are usually implemented using exclusive load and store instructions.

Figure 18.16 presents an example of software running on two processors and
using a spinlock for the software synchronization. This figure shows what would
happen if the simulator would not generate a synchronization for this type of target
instructions or if the spinlock functions would not be implemented using exclusive
access instructions.

Figure 18.16a presents the execution on a real hardware. The first processor (P 1)
locks a spinlock at 71, at #2 a cache miss occurs, at #4 P 1 releases the spinlock, and
at 16 it executes an I/O operation. The second processor tries to lock the spinlock
(¢3) just before ¢4; it actually obtains the lock at #4” and releases the spinlock at ¢5.

The execution on our platform in the case when the simulator would not generate
synchronization for the exclusive accesses is depicted in Fig. 18.16b. Considering
that P1 is first scheduled for simulation, it locks the spinlock at #1 without being
unscheduled (the spinlock is placed in the main memory), but at #2 it is unscheduled
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Fig. 18.16 Simulation behaviors based on the spinlock implementation

for synchronization before loading the cache line. P2 is now scheduled and at #3 it
begins trying to take the lock. P2 reads in an infinite loop the spinlock locked value
from the main memory.

After the predefined time without synchronization, P2 would be however
unscheduled at time 74 + N. Then, P1 is scheduled, it unlocks the spinlock, and
then it is unscheduled for synchronization before the I/O operation. P 1 will be able
now to take the spinlock, but it has oversimulated by time N.

The simulation behavior when spinlocks functions use exclusive access functions
and the synchronizations that are generated for them are presented in Fig. 18.16¢. In
this case, the processors synchronize before each lock and unlock. P 1 synchronize
at 1 and P2 is scheduled. P2 is unscheduled before its first lock attempt. P1
synchronizes at ¢2, but it is rescheduled because P 1 is more advanced in simulation
time (13 > t2). At t4, before releasing the lock, P1 synchronizes and it is
unscheduled (4 > t3). Between ¢3 and 74 (the simulation time of P1), P2
synchronizes and it is rescheduled at each attempt to lock the spinlock. After ¢4,
P11 is scheduled and it releases the lock and it is simulated until 6. P2 gets the lock
at t4’ (immediately after P 1 has released it) and release it at 5.

18.6 Concluding Remarks
Dynamic binary translation provides a real increase in performance as compared to

instruction accurate instruction-set simulators. This enhancement comes at the price
of a much greater implementation complexity and, intrinsically, less capabilities to
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monitor precisely nonfunctional properties of the software. The progress toward the
integration of more and more cores on SoC makes it however a must for achieving
hardware/software simulation at acceptable speed.

To act as an independent processor simulator, DBT must be integrated into
standard event-driven simulation environments, e.g., SystemC. Then, it must sup-
port processors with non-scalar architectures and possibly more efficiently scalar
processors [19], by resorting to run-time optimizations including dynamic recompi-
lation. And finally, it should be capable of integrating models of processor specific
microarchitectural details so that software performance evaluations (mainly timing
and power) can be done.
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